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요   약

지향성 안테나는 네트워크의 공간 재사용 기술이 발전함에 따라 Ad Hoc 네트워크에서 널리 사용되고 있다. 그

러나 확장된 전송영역은 이웃하는 수신 노드 간에 충돌을 일으키고, 이것은 지향성 안테나의 전송능력을 충분히 

사용하지 못하게 하는 원인이 된다. 본 논문에서는 지향성 안테나를 위한 새로운 전력제어 MAC프로토콜을 제안

한다. 이 프로토콜을 지원하기 위하여 이웃하는 수신 노드들 중에서 간섭 노드의 집합을 찾아내기 위한 기법을 

개발한다. 그리고 전력 제어 알고리즘을 이용하여 최소 전송 전력을 계산한 후, 데이터를 전송한다. 이 프로토콜

의 시뮬레이션 결과, 네트워크 성능이 향상되었으며 전력 소비가 감소하였음을 알 수 있었다.
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ABSTRACT

Directional antennas have been used in Ad Hoc networks, significantly improving the spatial reuse of the 

networks. However, the extended transmission range causes collisions at the receivers of neighbors, which 

prevents full exploitation of the potential of the directional antenna. In this paper, we propose a new power 

control MAC protocol for a directional antenna. For this protocol, we propose a method to detect a set of 

interference nodes in the neighbors of a receiver. We then use a power control algorithm to calculate the 

minimum transmission power and send data. Simulation results demonstrate that this protocol increases the 

network performance and reduces energy consumption.   
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Ⅰ. Introduction

Popular wireless networks, such as Ad Hoc 

networks[1], are dynamically formed amongst a 

group of wireless users and require no existing 

infrastructure or pre-configuration. Because of their 

infrastructure, Ad Hoc networks have garnered 

attention for their possible application in military 

battlefields, civilian disaster recovery operations, 

farm animal monitoring, etc.. Building such Ad Hoc 

networks poses a significant technical challenge, 

however, because of the many constraints imposed 

www.dbpia.co.kr



논문 / 지향성 안테나를 사용하는 Ad Hoc 네트워크에서 간섭완화를 위한 전력제어기반 접근제어프로토콜

279

Fig. 1. Interference problem

by the environment. Thus, the devices used in the 

field must be lightweight. Furthermore, since they 

are battery operated, they need to be energy 

conserving so that battery life is maximized. 

Therefore, one of the fundamental challenges in 

designing Ad Hoc networks is finding a method to 

increase the overall network throughput while 

maintaining low energy consumption for packet 

processing and communications. 

Directional antennas offer clear advantages for 

improving the network capacity by increasing the 

potential for spatial reuse
[2]. Allowing antennas to 

direct their transmissions in the direction of the 

intended receiver clearly reduces the level of 

contention with other nodes, thereby allowing for 

more simultaneous transmissions. Moreover, 

directional antennas can increase the signaling range 

without spending extra power (as opposed to 

omni-directional) and, accordingly, some receivers 

outside the omni-directional range may be reached 

in a one-hop transmission. Since a directional 

antenna has a higher gain, a transmitter using 

directional antenna requires a lower amount of 

power to transmit to the same distance as would be 

needed with an omni-directional antenna. Hence, 

transmitting nodes can conserve power by 

adequately reducing the power utilized for 

directional transmissions. 

However, using a directional antenna
[3] also 

presents new problems in the design of MAC 

protocols, such as new hidden terminal problems 
[4] 

and deafness problems[4] as well as potential 

interference due to the extended transmission range. 

For instance, in Figure 1, node A and node B are 

communicating. First, node A uses an 

omni-directional antenna to send data. The 

transmission signal cannot interfere with node C. 

Meanwhile, if node A uses a directional antenna to 

send data, the extended transmission range covers 

node C. Therefore, node C is interfered with by 

node A.   

In this paper, we present an interference aware 

power control MAC protocol for a directional 

antenna (IAPC).

First, we propose an interference detection 

method. The nodes that interfere in the receiver of 

the main transmission are the interference nodes. In 

the interference method, we compare the angle of 

transmission of neighbor nodes with half of the 

beam angle and decide whether the receiver is in the 

area of the transmission range of neighbor nodes. 

The receiver then gathers local interference 

information and computes the total potential 

interference.

Second, based on the total interference at the 

receiver of the main transmission and the SINR 

constraint requirements, the receiver calculates the 

minimum received power value. The receiver then 

computes the minimum transmission power and 

sends it to the transmitter.

Finally, we evaluate our protocol performance 

and compare it with other existing protocols. The 

results show that it provides higher performance 

than other protocols.  

Ⅱ. System Model

2.1 Anthenna Model
Assume that each mobile node is equipped with 

an array of M non-overlapping sectorized antennas 

covering all angles. Each antenna has a conical 

radiation pattern, spanning an angle of    

radians. The transmitter gain of the main lobe is g 

and the antenna height is h. Let  be the 

transmission power and   be the receive power of 

a frame from a transmitter node at the receiver. The 

distance between the transmitter node i and the 

receiver node j is . If there are a transmitter node 

i and a receiver node j, using the two-ray 

propagation model with the exponential attenuation 
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factor equal to 4, the transmitted power  of a 

frame can be written as:

 







 (1)

where  , ,  and  are constants; hence we can 

rewrite equation (1) as follows:

 




 (2)

where   

 is a constant.

2.2 Network Model
The channel loss gain between a pair of nodes 

can be determined and is stationary for the duration 

of the control and ensuring data and control packets. 

The channel loss gain between node i and node j 

can be measured as follows:

  


(3)

According to equations (2) and (3), we can obtain

  




(4)

Let   and   denote the maximum and 

minimum transmission powers for a transmitter, 

respectively. Let   denote the minimum 

received signal power threshold for receiving a valid 

packet. Let   denote the “capture threshold”, 

i.e. the minimum signal to noise and interference 

ratio for which the receiver can successfully receive 

a packet. 

  Given the transmitter and receiver power 

parameters and the channel propagation 

characteristics, a transmitter i must transmit a packet 

to a receiver j at the minimum transmission power 

 that satisfies the following power constraints.

1) The transmission power of i must be within its 

parameter range,  ≤  ≤ 

2) The received power at j must at least be equal 

to the minimum received power threshold, 

 ≥ 

3) The observed signal to noise and interference 

ratio for the transmission at j must at least be equal 

to the minimum   

 


≥  (5)

 is the total noise and interference at node j. 

If the above constraints can be met, then node i 

can successfully transmit to j. The critical issues are 

therefore (a) determining the total noise and 

interference; and (b) determining the minimum 

transmission power that satisfies constraints 2 and 3.

Ⅲ. The IAPC protocol

We present in this section an IAPC protocol for 

reducing the energy consumption and achieving high 

network capacity. In this protocol, there are two 

components: (a) interference detection and com-

putation; and (b) minimum transmission power 

calculation. Interference detection is carried out to 

estimate the potential interference at the receiver and 

compute the total noise and interference. Minimum 

transmission power entails calculation of the 

minimum data transmission power based on the total 

noise and interference.

3.1 Interference Detection
We consider a two-hop interference model

[7]. If 

the hop distance between two links is less than 2, 

then the transmissions over both links will interfere 

with each other. The two-hop interference model can 

reduce the complexity in comparison with the 

conventional model. Because the conventional model 

considers all the distance between the links, the 

network state that must be exchanged is huge. If one 

pair of nodes starts communicating, other neighbor 

nodes cannot realize this pair’s transmission because 

they send RTS/CTS packets directionally. However, 

when their neighbor nodes initiate a new pair 
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Fig. 2. Two-hop interference model

Fig. 3. Interference node detection

Algorithms

Step 1: Node j calculates   :

    A)    Calculate the    from (6)

    B)    Calculate the    from (7)

Step 2: Node j calculates β from (8)

Step 3: Compare β with θ/2 and determine 

interference nodes:

    If β<θ/2, node  is an interference node of 

node j. 

    If β>θ/2, node  is not an interference node 

of node j.

transmission, it may interfere with their 

transmission. In Figure 2, if node i and node j start 

to communicate, node  cannot detect their 

communication. While node  and node  initiate 

a new transmission, node ’s signal will interfere 

with the transmission between node i and node j due 

to the extended directional antenna gain, which 

points to node j (shaded area ①). However, node 

’s signal will not interfere with the transmission 

node i and node j , because node ’s antenna beam 

does not point to node j (shaded area ②). Here, 

node  is an interference node but  is not an 

interference node. Thus, to determine the 

interference nodes, the receiver needs to check 

whether it is inside its neighbors’ transmission 

range. If the receiver is within the range of its 

neighbors, the neighbors are interference nodes. 

However, if the receiver is not in the range of 

neighbor nodes, the neighbor nodes are not 

interference nodes.    

The method to determine whether a receiver is in 

the range of neighbor nodes entails calculation of 

the transmission angle of neighbor nodes β. This 

angle is then compared with the angle of half of the 

transmission beam θ/2. If β<θ/2, the neighbor nodes 

are interference nodes of the receiver. If β>θ/2, the 

neighbor nodes are not interference nodes of the 

receiver. For example, in Figure 3, node i and node 

j start to communicate. At the same time, node  

and node  initiate new transmissions to node  

and node , respectively. The distances of each 

are       and   , respectively. 

Node  uses beam 2 to communicate with node j 

and uses beam 6 to communicate with node . 

Here, we assume that the transmitter uses the central 

direction of a beam to send data. To decide whether 

node  is an interference node, we need to compare 

angle β with θ/2. If β<θ/2, node j is within the 

transmission range of node . Hence, node  is an 

interference node of node j. If β>θ/2, node j is 

outside the transmission range of node . 

Therefore, node  is not an interference node of 

node j.

To calculate β and determine interference nodes, 

the following steps are taken:
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Fig. 4. Diagram of the relative timing of various actions 
in IAPC

Step 1: Node j requires the distance between 

node j and node . Node j knows the distance   

and   from the two-hop interference model and 

the antenna beam that is used to transmit data at 

node  from the AOA (Angle of Arrival)[8] and 

past transmissions. The beam that node  uses to 

send data to node j is  and the beam that node 

 uses to send data to node  is 

A) To calculate we need to know the angle of 

  which is the angle between link () 

and link ().   A)  can be determined 

by the antenna beam. Thus,  

 









       



    


         


(6)

In this case        and M=6 and 

therefore   


. We can obtain 

    . In (6), we 

find that as M becomes larger, the angle of 

  becomes more precise. 

B) We can then calculate 

  
 

    


 

(7)

Step 2: Thus, the angle of β, that is  , 

is

  


 

 


(8)

As we know, the angle of β, that is   , 

is smaller than , and therefore node  is an 

interference node of node j.   

Step 3:  We compare angle β with θ/2. If β<θ/2, 

node j is within the transmission range of node . 

Hence, node  is an interference node of node j. If 

β>θ/2, node j is outside the transmission range of 

node  . Hence, node  is not an interference 

node of node j. Here, we can see β<θ/2. Therefore, 

node  is an interference node of node j.

In the same manner, for node  and node , 

because β>θ/2, node  is not an interference node 

of node j. 

3.2 Local Power Control
We now present an overview of the operation of 

IAPC, explaining how interference detection is 

implemented and how the protocol protects ongoing 

receptions from experiencing interfering trans-

missions. As Figure 3 shows, there is a link between 

node i and node j; node i is a transmitter and node 

j is a receiver. If node i tends to communicate with 

node j, then the local power control method works 

as delineated in Figure 4.

Step 1: Node i sends RTS directionally at the 

maximum power to node j. The maximum power 

level guarantees that node j can receive the RTS.

Step 2: When node j receives the RTS, it 

calculates the channel loss gain  using (4). 

Owing to the assumption that the wireless link 

between two nodes is bidirectional, the gain is the 

same for both directions ( ).

www.dbpia.co.kr



논문 / 지향성 안테나를 사용하는 Ad Hoc 네트워크에서 간섭완화를 위한 전력제어기반 접근제어프로토콜

283

Fig. 5. Throughput performance with protocols using 
directional antenna 

Step 3: Then node j decides the set of potential 

interference nodes  using the interference 

detection method and calculates the total noise and 

interference  using

   (9)

where  is the power of the thermal noise at node 

j,  is the set of potential interference nodes,  

is the transmission power of potential interference 

nodes, and  is computed by (4)

Step 4: Node j then calculates  ; 

according to constraint 3 (equation (5)), the 

minimum received power for an incoming data 

packet to be correctly decoded from its current noise 

environment is given by

   (10)

Step 5: Node j then calculates the required 

minimum transmission power  as:

  (11)

Step 6: After that, node j includes the value  

in the DCTS packet and sends it to node I.

Step 7: When node i receives the DCTS, it 

checks whether   meets the first constraint, that 

is,  ≤ ≤   . Therefore, node i 

compares  with   and  . If 

 ≤ ≤   , node i uses  to send 

data. If    , it means that the transmitter 

needs to enlarge the power such that it is larger than 

 . However,   is already the maximum 

transmission power. Thus, in this situation, node i 

will use   to send DATA. If    , 

node i will use   to send DATA.

Step 8: After the data packet is successfully 

received, node j sends an ACK to node I.

Ⅳ. Performance Evolution

In this section we evaluate the performance of the 

IAPC protocol and contrast it with the DMAC and 

IEEE 802.11b protocols. Our simulation programs 

are written in Opnet
[9]. In our simulations, we 

investigate both the network throughput and the 

energy consumption. The energy consumption is 

calculated by considering the power used for 

transmission only. The power consumed for 

receiving is not calculated. For our simulations, 20 

nodes are arranged at random in a square area with 

dimensions of 500m. The destination nodes are 

chosen at random from one of the neighbors of the 

source node. We set the SINR threshold at 10dB
[10]. 

The minimum received signal power is -64dB[11]. 

The maximum transmit power is 40dB[11]. Date pack 

size is 1024 bytes. Typical values are used for the 

antenna gains of a standard six-element circular 

array directional antenna.

We start by first analyzing the throughput 

performance as we vary the offered data rate. Figure 

5 gives the average throughput of the 802.11b, 

DMAC, and IAPC protocols. The IAPC protocol has 

the highest throughput among the three protocols. 

This is due to the fact that IAPC can detect the 

interference nodes and, based on this estimation, it 

can assign consecutive powers to frames, thus 

differentiating it from DMAC in terms of achieving 

better throughput. However, in the DMAC protocol, 

there is no detected activity, and interference at the 

receiver due to the extended transmission range 
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plays a major role in decreasing the throughput. 

Furthermore, there is no power control activity in 

DMAC and data is transmitted with the maximum 

power. This wastes energy and causes more 

interference and a high packet drop rate. For the 

802.11b protocol, an omni-directional antenna is 

used to send data. When the offered data rate is low, 

the throughput is increased. In contrast, when the 

offered data rate is increased, the throughput 

becomes lower. This is attributed to the occurrence 

of more collisions when the offered data rate 

increases.

Figure 6 depicts the average power consumption 

in the transmitter. Energy consumption includes the 

energy of successful transmission of a packet and 

the lost energy in retransmitting a packet. The 

significant power savings is attributed to the gain of 

the directional antennas and to the correct 

assignment of power values for the IAPC protocol. 

We can see that the DMAC and IAPC protocols 

using a directional antenna provide significant 

savings in the average power consumption compared 

with the 802.11b MAC protocol. This is due to the 

fact that the 802.11b MAC protocol uses an 

omni-directional antenna, causing more collisions. In 

comparison with the IAPC protocol, DMAC does 

not use a power control algorithm, and thus the 

transmitter always uses maximum power to send 

data. Accordingly, the power consumption of 

DMAC is greater than that of IAPC. In the IAPC 

protocol, a power control algorithm is employed, 

thereby reducing the surplus power and lowering 

power consumption. 

Fig. 6. Average Power Consumption Performance 

Ⅴ. Related Word

Power control with the use of directional antennas 

for packet radio networks was first proposed in[5], 

where a slotted ALOHA packet radio network was 

considered. The authors derived an equation model 

to calculate the performance improvement that can 

be obtained in a slotted ALOHA channel by the use 

of directional antennas and multiple receivers.

Performance evaluation of directional antennas 

with power control was also studied in
[12]. Here, the 

RTS message is sent at a predetermined power – 

the maximum power. The receiver finds the 

difference between the received power of the RTS 

message and its threshold power
[12]. The value of the 

difference is sent with the CTS packet. The source 

node will use a power that is equal to the maximum 

power minus the difference value.

In DMAC (Directional MAC)
[13], a communi-

cation pair exchanges RTS/CTS/DATA/ ACK, and 

all frames are transmitted with the directional beam. 

The receiver receives packets with the directional 

beam, except RTS. The neighboring nodes receive 

the RTS or CTS set DNAV (Directional NAV), and 

postpone communication to the direction of the node 

that transmitted the RTS or the CTS. At this time, 

communication in the direction where DNAV is not 

set is possible. In DMAC, the position information 

acquisition method required for directional control is 

not shown.

Ⅵ. Conclusion

In order to effectively support the application of 

directional antennas in Ad Hoc networks, a new 

interference aware power control MAC protocol for 

a directional antenna (IAPC) is proposed. For this 

protocol, we first proposed the set of interference 

nodes and a method to detect interference nodes. 

Based on this set of interference nodes, we compute 

the total noise and interference. We then use power 

control to set the transmission power. This protocol 

reduces energy consumption and increases the 

network performance  
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